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A Critical Public Infrastructure

The Switched Telephone Network (i.e. telephone lines and switching centers) is a critical national resource, which if dismantled would have dire consequences.  This fully capitalized infrastructure, paid for by every citizen who has paid a telephone bill is not, in the broad sense, private property, but public property.  This is implicitly recognized by the requirement that the Federal Communication Commission must approve its dismantlement.

This AT&T proposal is a transparent effort to sell more cellphones.  This proposed destruction of a valuable infrastructure is not new.  In the 1950s, automobile companies, particularly General Motors Corporation, dismantled a mass transit system that used streetcar lines in order to sell automobiles and buses (for those too poor to purchase a car).

Many a city has rued the day this occurred as they built “light rail” systems to replace what had been dismantled.  These light rail system were built in part because the now decrepit bus-based mass transit system had become slow due to traffic problems created by all the automobiles, which now clog the roads throughout the urban areas of our country.

A Critical Resource in an Extended Emergency

While still serving millions of citizens, the Switched Telephone Network is under-utilized.  However, in an emergency, the Switched Telephone Network is independently powered, so communications remains available when the emergency includes the loss of power from the electrical grid.  In contrast, the cellphone network will not operate during an extended-duration power outage.  While cell towers (base stations) may, or may not have battery backup, or even diesel generators, the batteries in cellphones would soon be depleted.  How would anyone be able to contact emergency services?

Improved Utilization 

The Department of Energy (DOE) program to improve the electrical grid system throughout the United States is called the “Smart Grid”.  One of the DOE listed goals of the Smart Grid system is "Operating resiliency against physical and cyber attack" (http://www.oe.energy.gov/smartgrid.htm). 

One element of the Smart Grid, are wireless “smart meters”.
  The wireless smart meter system is vulnerable to being hacked.  It is ironic that wireless was selected as the means to communicate time-of-day electricity use given the DOE’s concern about cyber attack.  Should, or perhaps when, a cyber attack happens there is the potential of electrical power being simultaneously disconnected across the entire United States (a mega-blackout).  What could this mean?

On November 9, 1965, the “Great Northeast Blackout” resulted in a total failure of electricity in New Jersey, New York Connecticut, Massachusetts, New Hampshire, Rhode Island, Vermont and Ontario, Canada, affecting some 30 million people (http://en.wikipedia.org/wiki/Northeast_Blackout_of_1965). 

The initiating cause was a minor failure, but each element of the electrical grid system went down in a cascade over a very short period of time.  This was a system, not an equipment failure.  Yet it took as long as a week to get the power back on because each grid element that had stopped generating electricity required electricity from an adjacent grid element to restart generation of electricity.

A country-wide blackout resulting from hacking into wireless smart meters would certainly require a longer time to get electricity generation functioning again, perhaps very much longer if a computer virus were to infect every wireless smart meter. 

The nuclear reactor failure in Japan reminds us of the consequences an electrical outage at nuclear reactor sites. Without an independent source of electricity to cool the radioactive rods when the nuclear reactor shuts down, there will be a meltdown.  Again, battery backup would last for a while; Diesel generators would operate as long as there was fuel, but remember, all communications are also down unless the Switched Telephone Network remains in place.

Wireless smart meters do not have to be wireless. They can use the Switched Telephone Network to communicate time-of-day electrical power usage.  There are twisted-pair telephone wires at every location where electricity is used.  Some may no longer be in use but they run back to the telephone switching facilities where they can easily be reconnected.

One can imagine many other uses for the Switched Telephone Network.  Using it for smart meters is but one use.  In our entrepreneurial society, it is hard to imagine that other uses of the enormous and fully capitalized investment, would not find many other uses.

Wired Broadband Access First

Before dismantling the Switch Telephone Network, an independently powered (necessary to maintain communication capability during an extended-time electrical power failure) alternative must first be installed.  South Korea’s telephone company has installed a very high bandwidth fiber optic system in all South Korean homes.

While President Obama has called for wireless broadband access in American homes, this does not face the reality of the necessary spectrum availability to implement such a system, nor does it deal with serious health problem now being reported in science papers.  With the advent of third and fourth generation cellphone systems, combined with its popularity resulting in far more frequent use of cellphones to access Internet information instead of their previous use to hold conversations, the existing spectrum is overloaded with little ability to add additional spectrum.

The Federal Communications must consider what is optimal for our nation, rather than what is optimal for AT&T.  The United States, once the world’s leader in technology, is fast falling behind as witnessed by South Korean’s universal access to very high bandwidth communications technology.

Before authorizing dismantlement of the Switched Telephone Network, the Federal Communications Commission must mandate installation of an independently powered high bandwidth communication system that does not consume scarce spectrum.

Conclusions
1. The Switched Telephone Network is a critical public infrastructure.

2. It has been fully capitalized by telephone users.

3. The Switched Telephone Network is a critical resource in an extended emergency.

4. The Switched Telephone Network’s utilization can, and should be improved.

5. A prerequisite for dismantling the Switched Telephone Network is universal installation of a high bandwidth capability into all American homes.

� The purpose of smart meters is to monitor time of day electrical usage. Nothing about this purpose requires them to communicate over the airwaves.
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